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1. Regarding the principal risk factors in information systems projects, please
a. Identify and describe each of the principal risk factors in information systems projects. (8 4)
b. Identify and describe the strategies for controlling project risks. (8 %)
c. Explain how sociotechnical design practices can mitigate human and organizational issues that arise
when building information systems. (9 4)

2. Regarding using intelligent techniques for knowledge management, please
a. Define an expert system, describe how it works, and explain its value to business. (8 4)
b. Define case-based reasoning and explain how it differs from an expert system. (8 4)
c. Define a neural network, describe how it works, and explain its value to business. © %)

3. Regarding information systems security and control, please
a. Explain how security and control provide value to business. (8 4+)
b. Define computer forensics and explain what it is used for. (8 4+)
c. Distinguish between disaster recovery planning and business continuity planning. (9 %)

4. Regarding business intelligence and business analytics, please
a. Define and describe business intelligence and business analytics. (8 4+)
b. Describe predictive analytics and provide two examples. (8 4+)
c. Describe big data analytics and provide two examples. (9 4°)






